
 

Cyberbezpieczeństwo 
w praktyce podmiotów leczniczych 
warsztaty dla kadry kierowniczej i pracowników administracji podmiotów leczniczych  
oraz specjalistów ds. sieci teleinformatycznej, bezpieczeństwa informacji i ochrony danych  

4 – 6 marca 2026 r. (środa - piątek), Hotel Radisson Blu****, Zakopane 
 
Szkolenie stanowi praktyczną i przekrojową prezentację aktualnych zagadnień i wyzwań związanych z bezpieczeństwem infor-
macji, systemów teleinformatycznych i ochroną danych w podmiotach leczniczych. W przystępny sposób omówione zostaną 
wymagania prawa polskiego i wspólnotowego w tym zakresie oraz zasady realizacji przepisów wykonawczych w obszarze gro-
madzenia i przetwarzania informacji w podmiotach leczniczych. Program uwzględnia specyfikę podmiotów leczniczych w uję-
ciu przedmiotowym jak i podmiotowym, w zw. z czym przybliżone zostaną w szczególności zasady bezpieczeństwa systemów 
wewnętrznych oraz skuteczne rozwiązania w zakresie organizacji obiegu informacji w jednostce. Przedstawione zostaną prak-
tyczne modele tworzenia i doskonalenia polityki bezpieczeństwa informacji oraz narzędzi ochrony systemów i danych. Uczest-
nicy zapoznani zostaną z najczęstszymi zagrożeniami dla bezpieczeństwa systemów informacyjnych szpitala oraz metody za-
pobiegania zagrożeniom i reagowania na kryzysy wywołane cyberatakami. Szkolenie będzie okazją do dyskusji, wymiany do-
świadczeń i nawiązania wartościowych kontaktów zawodowych w inspirującym otoczeniu ośnieżonych Tatr. 
 

Program szkolenia 
Bezpieczeństwo informacji – podstawowe pojęcia 
Zarządzanie systemami IT w strategii podmiotu leczniczego i poli-
tyce jakości; powiązania jednostki z systemami centralnymi  
Podstawy prawne w zakresie bezpieczeństwa systemów informa-
cyjnych w ochronie zdrowia – regulacje krajowe i wspólnotowe 
oraz sankcje wynikające z przepisów o ochronie danych 
Bezpieczeństwo informacji w podmiotach leczniczych 
 bezpieczeństwo fizyczne, środowiskowe i sieciowe 
 bezpieczeństwo systemów klasy EDM 
 kontrola dostępu, stosowanie podpisu elektronicznego 
 audytowalność i niezaprzeczalność danych zdarzeń w systemie 
 archiwizacja danych i sprawozdawczość informacyjna 
 zarządzanie ciągłością działania i incydentami naruszeń bezp. 

Wdrażanie systemów informacyjnych w podmiotach leczniczych 
 modelowanie struktury organizacyjnej jednostki 
 przygotowanie i wdrożenie polityki bezpieczeństwa 
 przygotowanie i wdrożenie infrastruktury sieciowej 
 kryteria doboru serwerów, stacji roboczych i oprogramowania 
 utrzymanie i zabezpieczenie infrastruktury teleinformatycznej 
 ustalenie zasad dostępu do urządzeń i danych oraz archiwizacji  
 procedury w przypadku naruszeń polityki bezpieczeństwa 

Polityka bezpieczeństwa informacji jako podstawa działań w ob-
szarze bezpieczeństwa danych w organizacji 
 tworzenie i wdrażanie polityki bezpieczeństwa – kluczowe za-

pisy, odpowiedzialność i doskonalenie procesów 
 system zarządzania bezpieczeństwem informacji zgodny  

z ISO27001 
Bezpieczne praktyki w codziennej pracy 
 ryzyka zw. z cyberbezpieczeństwem na co dzień – studium przy-

padków naruszenia bezpieczeństwa informacji 
 identyfikacja zagrożeń – jak rozpoznawać i zgłaszać zagrożenia  
 skuteczne procedury reagowanie na incydenty bezpieczeństwa 
 zasady bezpiecznego korzystania z komputerów, urządzeń mobil-

nych, sieci zewnętrznych i wewn., zarządzanie hasłami 
 uwierzytelnianie i in. metody weryfikacji tożsamości 

Ochrona danych osobowych a bezpieczeństwo informacji 
Rola każdego pracownika w bezpieczeństwie informacji i prawna 
ochrona sygnalistów – osób zgłaszających naruszenia 

Prowadzący zajęcia 
Krzysztof Tyl – ekspert i praktyk w dziedzinie cyberbezpieczeństwa  
z ponad 20-letnim doświadczeniem, założyciel i prezes firmy IT Chal-
lenge, która świadczy zaawansowane usługi IT w zakresie ochrony 
przed cyberzagrożeniami. Specjalizuje się w audytach bezpieczeń-
stwa, testach socjotechnicznych, konsultacjach oraz wdrażaniu kom-
pleksowych systemów zabezpieczeń. Jako doświadczony konsultant, 
trener i wykładowca akademicki prowadzi szkolenia z zakresu stan-
dardów cyberbezpieczeństwa, ochrony danych w przedsiębior-
stwach oraz zarządzania zagrożeniami w organizacjach. Jego wiedza i 
kompetencje są doceniane podczas branżowych konferencji, w któ-
rych bierze udział jako prelegent, współpracując z sektorem energe-
tycznym, obronnym, przemysłowym i finansowym.  
 
Uczestnicy 
Szkolenie kierowane jest do pracowników administracji podmiotów 
leczniczych, w szczególności osób zarządzających siecią teleinforma-
tyczną, korzystających z zasobów informacyjnych oraz systemu IT jed-
nostki. Zapraszamy pracowników sekretariatów, biur i kancelarii, kie-
rowników i pracowników działów administracyjno-technicznych oraz 
właściwych ds. ochrony danych i bezpieczeństwa informacyjnego. 
Miło nam będzie gościć także kadrę kierowniczą, dyrektorów ds. ad-
ministracyjno-technicznych, pełnomocników ds. jakości oraz inne za-
interesowane osoby. 
 
Czas i miejsce  
Seminarium odbędzie się w dniach 4 – 6 marca 2026 r. (środa - pią-
tek), w sali wykładowej Hotelu Radisson Blu****, przy Bulwarach 
Słowackiego 1, w Zakopanem. Zajęcia rozpoczną się we środę, 4 
marca br., o godz. 14.00. W poszczególnych dniach zajęcia będą rea-
lizowane w następujących godzinach: dzień I – od 14.00 do 18.00, 
dzień II – od 9.00 do 15.00 oraz dzień III – od 9.00 do 12.00.  
 
Osobom zainteresowanym pomagamy w rezerwacji zakwaterowa-
nia w miejscu realizacji przedsięwzięcia. 



 

Cyberbezpieczeństwo 
w praktyce podmiotów leczniczych 
 

Warunki udziału 
Cena uczestnictwa jednej osoby w szkoleniu wynosi 2 190,- zł* neƩo. Cena obejmuje wykłady i ćwiczenia praktyczne, konsultacyjne zagadnień z 
praktyki uczestników, bogate materiały szkoleniowe, przybory do pisania, imienny certyfikat potwierdzający udział w szkoleniu, poczęstunek w czasie 
zajęć, lunche i kolacje. Cena nie obejmuje kosztów zakwaterowania uczestników Organizator zastrzega sobie prawo do dokonywania zmian w pro-
gramie wynikających z przyczyn niezależnych od CEM Promotor. Zainteresowanym pomagamy w rezerwacji zakwaterowania w miejscu szkolenia. 

 
* Do podanej ceny nie doliczamy podatku VAT w przypadku, kiedy uczestnictwo w szkoleniu finansowane jest ze środków publicznych (środki publiczne w rozumieniu przepisów 
Art. 5. Ustawy z dnia 27 sierpnia 2009 r. o finansach publicznych, Dz. U. nr 157 poz. 1240). W przeciwnym razie do ww. ceny zostanie doliczony podatek VAT w wysokości 23%. 

 

Zgłoszenie uczestnictwa, kontakt i informacje dodatkowe 
Zgłoszenia uczestnictwa w szkoleniu dokonać można za pomocą zamieszczonej poniżej karty zgłoszenia. Termin nadsyłania zgłoszeń mija 13 lutego 
br. Karty zgłoszenia prosimy przesyłać w formie elektronicznej na adres e-mail: promotor@promotor.poznan.pl bądź za pomocą strony internetowej 
www.promotor.poznan.pl. Opłaty za udział w szkoleniu będą przyjmowane najpóźniej na 21 dni przed rozpoczęciem zajęć, na rachunek bankowy 
CEM Promotor wskazany w karcie zgłoszenia. Warunkiem przyjęcia na listę uczestników jest przesłanie karty zgłoszenia i dokonanie przedpłaty za 
zakwaterowanie, gwarantującej rezerwację hotelową, na podstawie faktury pro-forma. Rezygnacje przyjmowane są tylko w formie pisemnej. Rezy-
gnacja z udziału w szkoleniu w terminie krótszym niż 14 dni przed jej rozpoczęciem wiąże się z obciążeniem kosztami organizacyjnymi w wysokości 
40% kosztów zw. z udziałem w konferencji. Nie dokonanie opłaty za udział nie jest jednoznaczne z rezygnacją z udziału. Przesłanie zgłoszenia udziału 
jest jednoznaczne z akceptacją warunków zawartych w niniejszej ofercie. Szczegółowe informacje o programie i sposobie organizacji szkolenia do-
stępne są w biurze Centrum, pod numerem telefon 61 855 23 14 w godzinach od 9.00 do 16.00. Zapraszamy do odwiedzenia serwisu www.promo-
tor.poznan.pl, gdzie znajdą Państwo informacje o innych przedsięwzięciach szkoleniowych CEM. 
 

Karta zgłoszenia udziału w szkoleniu 
Zgłaszam udział następujących osób                             Prosimy o czytelne wypełnienie zgłoszenia.: 

Lp. Imię i nazwisko uczestnika Stanowisko Telefon kontaktowy Adres e-mail 

1.     

2.     

w szkoleniu nt. Cyberbezpieczeństwo w praktyce podmiotów leczniczych w dniach 4 – 6 marca 2026 r., w Zakopanem.               nr szkolenia OZ/26/04 
Należność za udział w szkoleniu:  ..................... zł zostanie przekazana w terminie podanym w ofercie na konto CEM Promotor: 
Prosimy o wystawienie f-ry VAT. Nr NIP .................................. .  
By zapewnić możliwość komunikacji elektronicznej w sprawie szkoleń CEM Promotor prosimy o odpowiednie zaznaczenie X w poniższych kratkach: 

  Wyrażam zgodę na przesyłanie na wskazany w karcie zgłoszenia adres e-mail informacji dotyczących organizacji szkolenia. 
  Wyrażam zgodę na otrzymywanie na ww. adres e-mail informacji o innych szkoleniach związanych z zarządzaniem w ochronie zdrowia. 

 
 
 
 
                     . . . . . .. . . . . .. . .. . .. . . . . .. . .. . .. . . . .. . . .. ... . . . .. . . .. ...                                                       . . . .. . . . . . .. . .. . .. . . . . .. . .. ... . . . .. . . .. .... .. . . . . .. . . 
        podpis Dyrektora lub osoby upoważnionej        pieczęć Zakładu  

Jeśli stosowne należy podpisać oświadczenie, pozwalające na zwolnienie opłaty za szkolenie z podatku VAT.  
Oświadczam, że udział ww. osób w szkoleniu finansowany jest w większości ze 
środków publicznych w rozumieniu przepisów Art. 5. Ustawy z dnia 27 sierpnia 
2009 r. o finansach publicznych (Dz. U. nr 157 poz. 1240). 

. . . .. . . .. . . . ... .. . . .. . . . ... .. . . .. . . . ... .. . . .. .. . . . . .. 
      podpis Dyrektora lub osoby upoważnionej 

Zakwaterowanie 
Proszę o rezerwację zakwaterowania od dnia ………………do dnia ………..……  

w Hotelu Radisson Blu****, przy Bulwarach Słowackiego 1, w Zakopanem,  
  w pokoju 1-osobowym w cenie 490,- zł 
  w pokoju 2-osobowym w cenie 295,- zł (łóżko)* 
*cena obowiązuje przy parzystej liczbie uczestników deklarujących chęć zakwaterowania w pok. 2-osobowym. 

  nie będę korzystać z zakwaterowania 

Podano ceny za dobę, za osobę, ze śniadaniem. Szczegółowe informacje o hotelu dostępne są w serwisie internetowym:  
www.radissonhotels.com/pl-pl/hotele/radisson-blu-zakopane 

Zgłoszenie prosimy przesłać pocztą elektroniczną na adres promotor@promotor.poznan.pl, 
lub za pośrednictwem strony www.promotor.poznan.pl. 

Właściwy wariant zaznaczyć X. 


